
Mobile Workspace Solution
NTT Communications’ cloud services enable “Mobile-�rst” enterprise by federating existing

and future applications into single “Workspace” for multiple devices.

To enhance mobility
of enterprise applications

To use applications 
securely on multiple 
devices

To federate various 
applications
seamlessly

To reduce cost for  
management and 
operation of 
applications

Secure and reliable application platform through-all-layers and one-stop for any device.

*1:Virtual Desktop Infrastructure

*2:Enterprise Mobile Management

*3:An uni�ed workspace; anywhere, at any time, on any device
　   and with any operating system
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Expected Bene�ts of Introduction
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This “Workspace” enables enterprises to be “Mobile-�rst”, by utilizing smartphones, tablets, and laptops, through 
re-de�ning user interface/experience , security and federation of applications.

[1] Enterprise Mobility Enhancement

Solution Features
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1. Virtualization

2. EMM

Security

AWS Salesforce

4.IDF(SSO)

5.Workspace

<Bene�ts>
1. Encapsulation of applications and data
2. Integrated Operation by EMM
3. Secure Access by Multi-Factor Authentication 
4. Application federation by IDF (SSO)
5. Customer self-service portal from Workspace

Private Access(Arcstar Universal One, Inter-clouds Connectivity)

On-premise
Existing System

Public Access(The Internet)

Select a plan that �ts your business requirement. Plans can be customized as well.

[2] Standard and Optional Services

*1: Virtualization framework only. Encapsulation of applications is not included in Standard Services.

*2: Composed of subsets of NTT Communications' standard security services. Advanced Security service such as SIEM can be offered as an optional service.

Standard
Services

Optional Services Billing Feature

Optional Services Monthly

On-premise
System

On-premise
System

Log
Management

<Issue>
• Limited Device
• Multiple IDs
  and Authentication
• Scattered Security log

ID
Management

Incident
Management

On-premise
System

Daily operation  of  ID Management such as add/change/delete.

Advanced Operation Service Monthly Advanced Operation Service such as Security Operation. Ask for details.

Customize Customize Plans can be customized. Ask for details.
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Feature

To-Be

Workspace 

As-Is

Work
space

IDF
(SSO) VDI Application

virtualization
Multi-Factor

Authentication EMM Security

◯ ◯MonthlyDefault Menu ◯ ◯*1 ◯ ◯ ◯*2

SaaS
SaaS External Access Authentication

Enhancement Log/Incident
Management

Security/Governance

Application / Content
Management
Single Sign On(SSO)

Operation/Management

Acceleration of 
• User Interface Integration
• Application federation
for multiple devices

Ease of Use

Website http://www.ntt.com/clmg_e/


